
PRIVACY POLICY AND THE USE OF COOKIES 

This document is intended to inform users of the http://app.sharelock.global/pl website 
about the way we use your personal data, in accordance with the guidelines and provisions 
set forth in the Regulation (EU) 2016/679 of the European Parliament and of the Council 
of April 27, 2016 on the protection of natural persons with regard to the processing of 
personal data and on the free movement of such data and repealing Directive 95/46/EC 
(General Data Protection Regulation) - hereinafter also referred to as "GDPR".  

The provision of personal data in connection with the provision of services, including 
payment services, is voluntary, but necessary for the provision of services under the 
relevant regulations. Failure to provide data results in the inability to conclude an 
agreement under the relevant regulations and thus provide services. Provision of data for 
other purposes (except for fulfilling a legal obligation) is voluntary.  

At the same time, when you visit our Website for the first time, you are displayed 
information on the use of cookies. This document describes the rules of the use of cookies 
by http://app.sharelock.global/pl. The data stored in cookies files are not associated with 
specific persons using the Website and are not used to identify its users.   

Data administrator 

The administrator of your personal data is a company under the name of Share Lock Sp. 
z o.o. /a limited liability company/ with its registered office in Puławy, ul. Mościckiego 1, 
24-110 Puławy, registered in the Register of Entrepreneurs of the National Court Register 
under the number: 0000712001, NIP: 7962981513, with the share capital of: PLN 
30,000.00 (hereinafter also referred to as the "Administrator"). 

You may contact us as follows: 

- electronically, to the email address: iod.sharelock@global,  

- in writing, to the address: Share Lock Sp. z o.o. ul.Żeromskiego 92/3A, 26-600 Radom  

 

Basis and purposes of data processing 

Your data will be processed for: 

- the implementation of services provided by us on the basis of relevant regulations - the 
legal basis is Article 6(1)(b) of the GDPR i.e. the necessity of processing in order to 
perform a contract to which the data subject is a party or to take action at the request of 
the data subject prior to entering into a contract; 

- the fulfilment of our legal obligations and prevention of acting to our detriment or to the 
detriment of other customers, arising from, among others, the Act on Providing Services 
by Electronic Means, the Act on Payment Services or the Act on Prevention of Money 
Laundering and Financing of Terrorism - the legal basis is Article 6(1)(c) GDPR i.e. the 
necessity of processing in order to fulfil a legal obligation incumbent on the controller; 

- sending commercial information by electronic means regarding our services or those of 
our business partners - the legal basis is Article 6(1)(a) GDPR i.e. the consent of the data 
subject; 

- handling of requests forwarded to us that are not directly related to the services provided, 
defence and vindication of claims, debt collection, conducting legal proceedings, informing 



about the introduction of changes to the services or operation of the service that do not 
require changes to the terms and conditions, conducting surveys, taking care of the 
security of customers and transactions carried out - the legal basis is Article 6(1)(f) GDPR 
i.e. the legitimate interest pursued by the administrator or by a third party. 

Sources of obtaining your personal data 

We process personal data that we have obtained directly from you or from publicly 
available registers (e.g. KRS, CEIDG). 

Your rights in connection with the processing of your personal data 

The data subject has the right to request: rectification, erasure, portability or restriction of 
processing of personal data, and to object to such processing, including profiling.  

The Data Subject has the right to lodge a complaint to the supervisory authority in charge 
of personal data protection, i.e. the President of the Office for Personal Data Protection 
with its seat in Warsaw, Stawki 2 Street, 00-193 Warsaw.  

To the extent that the basis for our processing of your personal data is your consent, you 
have the right to withdraw it at any time. However, withdrawal of consent does not affect 
the lawfulness of the processing that was performed on the basis of consent before its 
withdrawal. It also does not affect the possibility of processing your personal data to the 
extent necessary for the performance of an obligation arising from a legal provision or for 
the establishment, investigation or defence of possible claims. 

Duration of storage of your personal data  

 

Personal data will be stored by us until the purpose of data processing is completed or until you 
request deletion of data, object to further data processing, or revoke your consent to data 
processing - unless further processing is required by generally applicable law (e.g., to fulfil 
obligations under applicable laws or to defend claims). 

Transfer of personal data, including automatic decision-making (the so-called "profiling") 

Information on the recipients of personal data 

Your personal data may be transferred to entities that process personal data on behalf of the Data 
Controller, including, but not limited to, banks and other financial institutions that support the 
provision of services, IT service providers, companies that provide archiving services, with such 
entities processing data on the basis of a contract with the Data Controller and only in accordance 
with the instructions of the Data Controller.  

The data collected may be made available to entities authorized by law, such as the General 
Inspector of Financial Information. 

 

 


